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The Indicators sub-work group has surveyed agencies concerning existing use of indicators and benchmarks, analyzed the survey responses, discussed various obstacles to the use of indicators, assembled lists of indicators sorted in various ways, and as a byproduct, listed some of the techniques agencies currently use to discover erroneous payments.  

We have based our discussions on the following working definition:  an indicator is an event or condition that either demonstrates that an erroneous payment has been made or suggests that erroneous payments are likely to occur. 

The following three sections, Techniques, Indicators, and Limitations, summarize this sub-work group’s conclusions.  

Techniques

In responding to our survey, agencies described several methods they used to identify erroneous payments.

1) Audits.  This includes routine internal and external audits, single audits, closeout audits, recovery audits and random samples of transactions or cases selected for detailed review.

2)  Reviews.  This includes quality assurance review, reviews by the OIG, analytical reviews, financial statement reviews, program reviews, stewardship reviews, internal control reviews, payment accuracy reviews, file reviews, vendor table reviews, supervisory reviews.
3)  Edits.  This includes edits built into automated systems, under-edits such as prepayment edits and claims processing edits, edit reports designed to display questionable transactions or accounts according to predefined or ad hoc indicators, and automated comparisons of separate databases designed to seek out meaningful discrepancies.

4) Operating procedures.  This includes routine internal controls, regular monitoring, problem resolution and follow-up.

5) Systems.  This includes the use of accounts receivable and collection subsystems and fraud tracking systems.

6) External Resources.  This includes computer matching with outside agency databases, third party reports, regional reports and partnerships with law enforcement.

7) Other.  This includes such additional tools as data mining, trend analyses, risk assessments and performance measures. 

Indicators

We have compiled and attached a list of possible indicators of erroneous payments.  The indicators have been grouped into four categories:  Internal Controls, Documentation, Potential Fraud, and Programmatic.  Users should not consider the list to be all-inclusive.

Limitations

We identified the following obstacles to federal agencies’ use of indicators to identify and prevent erroneous payments.

1) Limited federal control.  Many federal programs are administered by states, local governments, and other third parties whose operations are not controlled by the federal agencies that fund them.  The Unemployment Insurance Program for example, combines federal direction and administrative funding with eligibility requirements defined by the states.

2) Limitations on data sharing.  Data collected by one federal agency could often be used to independently verify data for another federal agency but is not accessible, often because of congressionally mandated prohibitions.  For example, HUD’s subsidized housing programs could reduce improper payments by having access to National Directory of New Hires data, but HUD is not among the entities specifically permitted access to this database.

3) Limited data collection.  Much useful data is not currently collected at all during the course of normal program administration, or is not stored in a way that it can be retrieved, isolated or sorted.  

4)   Inherent conflict between promptness and accuracy.  Programs that require very quick payment processing, such as emergency benefit programs, will invariably sacrifice some preventive application review procedures.

5)   Inherent conflict between privacy and data collection needs.  Some data that       would be useful in preventing or detecting erroneous payments (Social Security Numbers, for example) will not be collected or used because of individual privacy or business proprietary concerns.

